Ivanti’s take on European and United Kingdom Data Sovereignty and Privacy Regulations

As technology continues to evolve and data transmissions occur on a global basis, data privacy has become one of the most important aspects of business today. This document will explain how Ivanti handles data sovereignty as well as how the company meets specific European Data Privacy regulations.

Brexit and GDPR
As of January 1, 2021, the United Kingdom (UK) is no longer be part of the European Union (EU). The EU Commission announced on 28 June 2021 that an adequacy decision for the UK has been approved.

Standard Contractual Clauses
Ivanti has withdrawn from the EU-U.S. Privacy Shield Framework and Swiss-U.S. Privacy Shield Framework as set forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal information transferred from the European Union and Switzerland to the United States. Our means of ensuring adequate protection when transferring data outside of the European Economic Area to countries which are not covered by an adequacy decision is based on the European Commission’s approved use of standard contract clauses for international transfers. We rely on these standard contract clauses for data transfers.

Data Sovereignty
Data Sovereignty, the concept that data stored within a country’s boundaries are required to follow that country’s laws, is a critical concept when it comes to data privacy regulations. At this time, Ivanti has Data Centers located within the European Union as well as in the United Kingdom. Customers have the ability to designate where they would like their data to reside.